User card

A user profile includes user information from the Active Directory and user settings in the Indeed

system.
General information

This section includes the following information:

1. User information from AD:
® Photo - jpegPhoto or thumbnailPhoto attribute. If the attributes are empty, a
placeholder is used.
® User account - userPrincipalName attribute.
® Email - mail attribute.
® Phone - telephoneNumber attribute.
® Pathin the directory.
2. Data from the Indeed AM system:
a. Policy - the name of the policy applicable to the user.
b. Applications count - the number of apps available to the user.
c. Authenticators count - total registered authenticators for a given user.

3. Events - five most recent events related to a given user.

MC / Users / James Miller
James Miller - General information

General information Account

james. miller@indeed local

Applications
Email
Authenticators
Phone
Sign in history Container's path
indeed localindeed/Usersindesd/Vilnius/James Miller
Licenses

Policy
Commen Policy &'
Applications count Authenticators count
4 1

EVENT DATE INITIATOR
o The authenticator was enrolled by the user. 2020.09.1515:56:43 James Miller
o Updating authenticate method settings: 2020.09.15 15:56:20 James Miller
©  Thetarget catalog object was added to the access group of the target application by the administrator. 2020.09.15 15:56:09 James Miller
©  Thetarget catalog object was added to the access group of the target application by the administrator. 2020.09.15 15:55:42 James Miller
©  Thetarget catalog object was removed from the access group of the target application by the administrator 2020.09.15 15:55:30 James Miller

All user events &

Applications



This section shows information about all apps available to the user.
MC [ Users / James Miller / Applications
James Miller - Applications

General information

TITLE - INTEGRATION MODULE AUTHENTICATION TECHNOLOG

Applications

] @ Keepersecurity Enterprise S50 All available
Authenticators
Sign In nistory 0 (JiF Lotus Notes 6 5-5 5 Enterprise S50 All available

[

Licenses

O m m Trello Enterprise S50 All available

O EI Windows Logon Windows Logon All available

Authenticators

This section shows information about all available user authenticators.

MC / Users / James Miller / Authenticators
James Miller - Authenticators

General information ~
+ Register ~ & Unlock © Allow use © Deny

Applications
_ AUTHENTICATOR TYPE DEVICE NOTE REGISTERED DATE ENROLLED BY STATUS

Authenticators

Sign in nistory — — . Windows Password + . )
U |MFA| Multi-factor authentication BSP for Multi-factor authentication Is acting

: Futronic

Licenses
O z2z Passcode Passcode 2020.09.15 15:56 James Miller Is acting
O %**  Windows Password Windows Password Windows Password Is acting

Sign in history

This section shows information about the user's most recent logins into the app.

MC / Users / James Miller / Sign in history
James Miller - Sign in history

General information

& Export
Applications
Start date Final date Application Module
Authenticators
2020/09/12 00:00 2020/09/16 00:00 Not set v Not set v
Sign in history
Authenticator type State
Licenses
Not set v Not set v
Apply | Reset ‘
Date Application User Authenticator State
2020.09.15 15:54:32 Enterprise Management Console James Miller Windows Token Successful sign in
2020.09.15 15:53:26 Windows Logon James Miller Windows Password Successful sign in

Licenses



This section displays information about the user's registered licenses.

MC / Users / James Miller / Licenses
James Miller - Licenses

General information

INTEGRATION MODULE FOLICY
Applications

Windows Logon Commaon Policy
Authenticators
Sign in history Enterprise S350 Common Policy

Licenses
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